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FUSION QbD SOFTWARE PLATFORM – Log4Shell (Log4j) 

 
ISSUE ADDRESSED IN THIS DOCUMENT 

• Vulnerability – Log4Shell / Log4j 

Use the link below for more information regarding this issue. 
 

CVE-2021-44228 
 
 
FUSION QBD SOFTWARE PLATFORM VERSIONS 

• Fusion QbD – Workstation Edition 

• Fusion QbD – Network Edition 

o Fusion QbD User Application 

o Fusion Administrator Application 

 
 
VULNERABILITY – NONE 
The Fusion QbD Software Platform (Fusion QbD) has never shipped Log4J libraries. 

Neither Fusion QbD nor any of its components or subcomponents have ever used 

Log4J libraries. Therefore, 

• Fusion QbD provides no exposure to CVE-2021-44228 or any other Log4J 

vulnerability. 

• Fusion QbD is not affected by the CVE-2021-44228 or any other Log4J 
vulnerability. 

 

https://nvd.nist.gov/vuln/detail/CVE-2021-44228

